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| KEY BP B1+I. 1. D2. D3. A4. A5. C6. C7. B8. D9. B10. A II. 1. respectful 2. delegate3. devalue4. afield5. awareness6. crowdfunding7. entrepreneur8. responsible9. manufacturer10. pitchIII. 1. with2. to3. up4. charge 5. with1. A
2. B
3. B
4. C
5. A
6. D
7. D
8. B
9. A
10. C

 1. **Należy uznać również inne poprawne zdania z użyciem podanego słowa**
2. I’m not SURE that’s the best solution.
3. I TOTALLY understand your concern.
4. I can give you a HAND with finishing that project.
5. I’m not KEEN on changing our plan.
6. You did a very good JOB.
7.
8. is he visiting the suppliers
9. deals with customers
10. have they decided to sponsor
11. has it been done
12. did she live there
13.
14. founder(s)
15. entrepreneurial
16. successful
17. growth
18. innovative

VIII.1. T
2. F
3. F
4. T
5. T

  | These days, identity theft through the internet is a very real danger. While some people are cautious about the websites they use and the information they share, others are not. The criminals who target us know exactly what they are looking for. They also have a very clear idea of how they will use our information.(1) The biggest problem is that we don’t understand exactly what information they are trying to find. Perhaps if we did, we’d be more careful when using the internet. So, what can we do to keep our identity safe online? (2) Well, the first piece of advice would be to install anti-virus software on the equipment you are using and to make sure it’s kept up-to-date. Second, (3) it’s important to create new passwords for different websites. Never use the same one for two sites or purposes, especially the one which accesses your main email account. Remember also to only use secure online sites when you shop online and to use public wi-fi with extreme caution. (4) People don’t realise that when they’re using this, it is incredibly easy for hackers to access their data. You should only use wi-fi hotspots for things you don’t mind being public. (5) So, the next time you’re about to do some online banking or type in a password for a social networking site, stop and think. Ask yourself if you really want all the information you’re about to share to go public. |